
 

 

 
 

 

 

 
 
 
 
 
 
 

 
 
 
 
 
 
 
 
 

RELEASE NOTES 
 
 
 
 
 
 
 
 
 
 
 
 



 

WebAccess/VPN Release Notes 1.1.5 

1 

Abstract 

This document provides: 

 

• Step-by-step instructions for upgrading the software. 

• A comprehensive overview of new features, fixes, and other changes implemented in 

the software. 

• A summary of known issues associated with the software. 

 

All relevant information, including documents and binaries for the WebAccess/VPN application, 

can be accessed at https://icr.advantech.com/download/software, section WebAccess/VPN. 

 
 

Software details 

• Version: 1.1.5 

• Release date: November 6, 2025 

 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 

Advantech Czech s.r.o., Sokolska 71, 562 04 Usti nad Orlici, Czech Republic 
This document was issued on November 6, 2025. 

https://icr.advantech.com/download/software
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Part I 

Application Update Instructions 
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General Update Instructions and Notices 

• To view details about the application, including its version, go to the Application 

menu under the Administration section and check the Application Information box. 

 

• You can perform updates on the same page. In the Update WA/VPN Server box, 

click Choose File, select the downloaded tarball file, and then click Update. 
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Part II 

Changelog
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Platform Support 

• Updated the application to run on Ubuntu 24.04 LTS. 

 

Security Patch 

• Applied a security patch to the application user interface to address the following 

vulnerabilities: 

o CVE-2025-34236 

o CVE-2025-34237 

o CVE-2025-34238 

o CVE-2025-34239 

o CVE-2025-34240 

o CVE-2025-34241 

o CVE-2025-34242 

o CVE-2025-34243 

o CVE-2025-34244 

o CVE-2025-34245 

o CVE-2025-34246 

o CVE-2025-34247 

 

https://nvd.nist.gov/vuln/detail/CVE-2025-34236
https://nvd.nist.gov/vuln/detail/CVE-2025-34237
https://nvd.nist.gov/vuln/detail/CVE-2025-34238
https://nvd.nist.gov/vuln/detail/CVE-2025-34239
https://nvd.nist.gov/vuln/detail/CVE-2025-34240
https://nvd.nist.gov/vuln/detail/CVE-2025-34241
https://nvd.nist.gov/vuln/detail/CVE-2025-34242
https://nvd.nist.gov/vuln/detail/CVE-2025-34243
https://nvd.nist.gov/vuln/detail/CVE-2025-34244
https://nvd.nist.gov/vuln/detail/CVE-2025-34245
https://nvd.nist.gov/vuln/detail/CVE-2025-34246
https://nvd.nist.gov/vuln/detail/CVE-2025-34247

